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* incl. capabilities UserAgent; preferred path

Applicatie verzoek:
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Keuzelijst Identity Providers, indien:
- IdP heeft minimaal vereist trustlevel
- geen preferred path
- meerdere IdP's bij applicatie
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Solliciteren bij PostNL
De kandidaat solliciteert met zijn
digitale identiteit op de sollicitatie

site.

Werken in dienst van PostNL
De medewerker gaat met zijn

digitale identiteit in de applicatie
aan het werk.

Actuele
Persoon attributen
van de
Digitale Identiteit

Winkelen bij PostNL
De consument gaat met zijn

digitale identiteit in de webshop
winkelen.
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De digitale identiteit in de
Access Control Lijst verrijken met

Applicatie Toegang en
persoon kenmerken nav.

HR/ Consumenten/ Productieproces.

Identiteit
koppelen aan

Identity Provider
& Vastleggen
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Persoon attributen van de
Digitale identiteit, zijn
Trustlevel en Intern uniek nummer
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Digitale identiteit
koppelen aan Identity Provider
+ registreren
Trustlevel Digitale Identiteit
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Consumenten proces
Registreren consument, op basis

persoonsgegevens bepalen
identiteit, toekennen business rol.

Sales applicatie...

Inzage en Beheer
eigen Persoon

attributen

Cognito

IAM cyclus herhalen indien
de applicatie een hoger trust level vereist

In dienst bij PostNL via HR
Beoordelen Kandidaat; Toetsen
persoonlijke identiteit; in dienst

nemen Medewerker.
Op basis van persoon en vacature

resp. functie kenmerken
toekennen business rol aan

Kandidaat resp. Medewerker.

Role Based Access

Op basis van de business rol
toekennen applicaties en

toegang aan digitale identiteit.HR applicatie...

IDS

Flexwerker aan het werk
Registreren werknemer op basis

van persoon en identiteit
gegevens. Werknemer koppelen

aan uit te voeren werk. Toekennen
business rol.
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HR medewerkernr

Consumentnr
Werknemernr
Trust Level +
Business Rol

en
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Flex Werken voor PostNL
De flex werknemer meldt zich aan

op de werk site van PostNL.

Medewerker aan het werk
Toegang en autorisatie zijn

geregeld bij in diensttreden. De
medewerker krijgt automatisch

toegang tot de benodigde
applicaties.
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PostNL
werk-applicatie
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Digitale Identiteit
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Digitale Identiteit
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Trustlevel

en
Trustlevel Applicatie

Trustlevel Identity Provider
Trustlevel Digitale Identiteit

Selecteren Identity Providers
op basis van Trustlevel
vereist door Applicatie

Uitvoeren Transactie: on line Solliciteren - Werken - Winkelen

Identity Management Access Management

Role Based Access
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Vastleggen
koppeling

Applicaties per
Business Rol
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DATA LAKE

AWS Neptune
Data over transacties

uitgevoerd door
de Digitale Identiteit

& Reputatie Digitale identiteit

Person Portal

Betrouwbare Applicatie Toegang op 3 lagen:
1 Betrouwbare Identity Provider
2 Geverifieerde Digitale Identiteit
3 Role Based Access
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Persoon wil
transactie uitvoeren
waarvoor identiteit
vastgesteld moet

worden:

 

 


